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	NOTA INFORMATIVA EN RELACIÓN CON EL CAMBIO DE DENOMINACIÓN SOCIAL DE ELECTRONIC IDENTIFICATION S.L. POR SIGNICAT S.L.U. 

	 
Electronic Identificación S.L., con fecha de inscripción en el registro mercantil el 24 de mayo de 2023, ha cambiado su denominación social por SIGNICAT S.L.U y actualmente se encuentra en el proceso interno de notificación y modificación documental. A efectos aclaratorios, cualquier referencia en la presente Declaración de Prácticas de Certificación y documentación asociada a este documento o los servicios prestados en los que se haga una referencia a “ELECTRONIC IDENTIFICATION S.L”, “ELECTRONIC ID” o “EID” se entenderá realizada por SIGNICAT S.L.U. 
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[bookmark: _Toc102032613][bookmark: _Toc151055808]Preámbulo
El presente documento recoge la información relativa a la política de identificación del proceso VideoID de Electronic ID descrita en los siguientes capítulos:
· Contexto del proceso de identificación, indicando las validaciones por entidades de confianza sobre los documentos y las evidencias, así como la garantía de la no caducidad de los datos de identificación.
· Documentos admitidos y atributos de identidad recogidos.
· Fuentes autorizadas y suplementarias.
· Procedimiento de los agentes de registro, describiendo la formación que reciben, el equipamiento empleado y los elementos de seguridad disponibles para verificar los documentos de identidad.
La información contenida en este documento debe considerarse siempre como parte integrante del servicio global de identificación remota y no de forma individual. 
[bookmark: _Toc102032614][bookmark: _Toc151055809][bookmark: _Ref71988594]Contexto del proceso de Identificación
[bookmark: _Toc102032615][bookmark: _Toc151055810]Contexto legal
VideoID es un producto propiedad de eID que permite a las organizaciones identificar a sus clientes de forma electrónica y remota, con seguridad técnica equivalente a la identificación cara a cara en una autoridad de registro de un organismo público u oficina comercial de una institución financiera. 
VideoID combina la tecnología de transmisión de video con un algoritmo de inteligencia artificial, lo que aumenta la eficiencia de la identificación en términos de verificar la autenticidad del documento de identidad presentado en el lugar, así como la prueba de vida de la persona física y su vínculo con el documento emitido por un Estado miembro como fuente original de identidad.
El producto está evaluado de acuerdo con las normas y regulaciones europeas, y en particular: 
REGLAMENTO (UE) No 910/2014 del Parlamento Europeo y del Consejo, de 23 de julio de 2014, sobre identificación electrónica y servicios de confianza para transacciones electrónicas en el mercado interior y por el que se deroga la Directiva 1999/93 / CE 
· Disposiciones generales: artículo 5 (1),
· Esquema de identificación: artículo 8 (3) (a), 8 (3) (d),
· Servicios de confianza - Disposiciones generales: artículos 13, 15, 
· Servicios de confianza - Supervisión: artículo 19 (1), 19 (2),
· Servicios de confianza cualificados: artículos 20, 24 (1), 24 (2). 
· Reglamento de Ejecución (UE) 2015/1502 de la Comisión, de 8 de septiembre de 2015, por el que se establecen especificaciones y procedimientos técnicos mínimos relacionados con los niveles de garantía de los medios de identificación electrónica, de conformidad con el artículo 8, apartado 3, del Reglamento (UE) no 910/2014 del Parlamento Europeo. y del Consejo sobre identificación electrónica y servicios de confianza para transacciones electrónicas en el mercado interior. 
· ETSI EN 319 403 v2.2.2 Firmas e infraestructuras electrónicas (ESI); Evaluación de la conformidad de los proveedores de servicios de confianza: requisitos para los organismos de evaluación de la conformidad que evalúan a los proveedores de servicios de confianza.
· ETSI EN 319 401 v2.2.1 Firmas e infraestructuras electrónicas (ESI); Requisitos de la política general para proveedores de servicios de confianza.
· ETSI EN 319 411-1 v1.2.2 Firmas e infraestructuras electrónicas (ESI); Requisitos de política y seguridad para proveedores de servicios de confianza que emiten certificados; Parte 1: Requisitos generales.
· Ley nacional española 10/2010, de 28 de abril, de prevención del blanqueo de capitales y financiación del terrorismo. 
· Real Decreto 304/2014, Reglamento de Prevención del Blanqueo de Capitales y Financiación del Terrorismo. 
· SEPBLAC Autorización de procedimientos de identificación por video (autorización española para procedimientos de identificación por video publicada por SEPBLAC) 
· Circular 3/2017 (autorización alemana para procedimientos de identificación por video publicada por BaFin). 

El siguiente texto explica los cambios a la ley ALD o al marco de seguridad eIDAS para la identificación de personas físicas. 
Extractos de la DIRECTIVA (UE) 2018/843 DEL PARLAMENTO EUROPEO Y DEL CONSEJO de 30 de mayo de 2018 por la que se modifica la Directiva (UE) 2015/849 sobre prevención del uso del sistema financiero con fines de blanqueo de capitales o financiación del terrorismo y que modifican las Directivas 2009/138 / CE y 2013/36 / UE 
(22) La identificación y verificación precisas de los datos de las personas físicas y jurídicas es fundamental en la lucha contra el blanqueo de capitales o la financiación del terrorismo. Los avances técnicos más recientes en la digitalización de transacciones y pagos permiten una identificación electrónica o remota segura. Estos medios de identificación previstos por el reglamento
(UE) n.o 910/2014 del Parlamento Europeo y del Consejo (1) debe tenerse en cuenta, en particular con respecto a los sistemas de identificación electrónica notificados y las formas de garantizar el reconocimiento legal transnacional, que ofrecen herramientas para '' un alto nivel de seguridad y puede servir como referencia para controlar los métodos de identificación implementados a nivel nacional. Además, se pueden considerar otros procesos de identificación seguros, electrónicos o remotos, regulados, reconocidos, aprobados o aceptados a nivel nacional por la autoridad nacional pertinente. Cuando corresponda, el proceso de identificación también debe tener en cuenta
no 910/2014. El principio de neutralidad tecnológica debe tenerse en cuenta en la aplicación de la presente Directiva.
8) El artículo 13, apartado 1, se modifica como sigue: a) la letra a) se sustituye por la siguiente: 
a) la identificación del cliente y la verificación de su identidad, sobre la base de documentos, datos o información obtenida de una fuente fiable e independiente, incluidos, en su caso, los medios de identificación electrónica y los servicios de confianza pertinentes previstos por el Reglamento (UE) No 910/2014 del Parlamento Europeo y del Consejo (*), o cualquier otro proceso de identificación seguro, electrónico o remoto, regulado, reconocido, aprobado o aceptado por las autoridades nacionales interesadas; 
14) En el artículo 27, el apartado 2 se sustituye por el siguiente: 
"2. Los Estados miembros velarán por que las entidades sujetas a las que se dirija un cliente tomen las medidas adecuadas para que el tercero facilite sin demora, previa solicitud, copias adecuadas de los datos de identificación y verificación, incluidos, en su caso, los datos obtenidos a través del uso de medios de identificación electrónica, los servicios de confianza pertinentes previstos en el Reglamento (UE) nº 910/2014, o cualquier otro proceso de identificación seguro, electrónico o remoto, regulado, reconocido, aprobado o aceptado por las autoridades nacionales interesadas ". 
(25) En el artículo 40, el apartado 1 se modifica como sigue: 
a) la letra a) se sustituye por la siguiente: 
“(A) respecto a las medidas de debida diligencia del cliente, copia de los documentos e información que sean necesarios para cumplir con las obligaciones de debida diligencia del cliente previstas en el Capítulo II, incluyendo, en su caso, los datos obtenidos mediante el uso de medios de identificación electrónica , los servicios de confianza pertinentes previstos en el Reglamento (UE) no 910/2014, o cualquier otro proceso de identificación regulado, seguro, electrónico o remoto, reconocido, aprobado o aceptado por las autoridades nacionales competentes, durante cinco años después de la finalización de la relación comercial con el cliente o después de la fecha de la transacción concluida de forma ocasional; ”; 
b) el punto 2 se modifica como sigue: 
i) la letra c) se sustituye por la siguiente: 
"C) relaciones o transacciones comerciales no presenciales, sin determinadas garantías, como medios de identificación electrónica, servicios de confianza relevantes en el sentido del Reglamento (UE) no 910/2014 o cualquier otro medio de identificación seguro, remoto o proceso electrónico, regulado, reconocido, aprobado o aceptado por las autoridades nacionales competentes; "
El producto cumple con la Orden ETD/465/2021, de 6 de mayo, por la que se regulan los métodos de identificación remota por vídeo para la expedición de certificados electrónicos cualificados. Así mismo, está recogido en la guía CCN – STIC 105, Catálogo de productos y servicios de Seguridad TIC, del CNN, dentro de la categoría “Herramientas de VideoIdentificación”, con número de expediente [CUA-2021-64] para garantizar el cumplimiento del artículo 6.d, modificado por la Orden ETD/743/2022, de 26 de julio:
El prestador cualificado de servicios electrónicos de confianza: 
«d) Empleará un producto de identificación remota por vídeo que cumpla los requisitos mínimos de seguridad indicados en el anexo F.11 de la Guía de Seguridad de las TIC CCN-STIC-140, del Centro Criptológico Nacional de categoría alta. El prestador cualificado deberá seguir las indicaciones de configuración y uso seguro del producto. El cumplimiento de dicha obligación deberá ser certificado siguiendo metodologías de evaluación reconocidas por el Organismo de Certificación del ENECSTI (Esquema Nacional de Evaluación y Certificación de la Seguridad de las Tecnologías de la Información), por un organismo acreditado según la norma ISO/IEC 17065.
No obstante, en caso de indisponibilidad de metodologías de evaluación aplicables para la certificación del producto, se admitirá la acreditación de cumplimiento de la citada obligación mediante la evaluación de su seguridad e inclusión en el listado de productos cualificados del Catálogo de Productos y Servicios de Seguridad de las Tecnologías de la Información y la Comunicación (Guía de Seguridad de las TIC CCN-STIC-105) publicado por el Centro Criptológico Nacional.»
El sistema realiza una validación con el servicio Web de validación del Documento Nacional de Identidad (DNI) y Número de Identidad de Extranjeros (NIE) a través de la plataforma puesta a disposición por la Secretaría de Estado de Digitalización e Inteligencia artificial, para el cumplimiento del Artículo 11.3 de la citada norma.
Artículo 11.
3. Durante el proceso de registro, cuando el solicitante presente el Documento Nacional de Identidad (DNI) o el Número de Identidad de Extranjeros (NIE), los prestadores comprobarán los datos de identidad del solicitante, utilizando el número del documento, a través de la plataforma de intermediación del Servicio de Verificación y Consulta de Datos que la Secretaría de Estado de Digitalización e Inteligencia Artificial pone a disposición de los organismos públicos o, en su defecto, a través de la plataforma que el órgano de supervisión pondrá a disposición de los prestadores cualificados que no tengan acceso al citado servicio.

En caso de problemas técnicos vinculados a la plataforma de comprobación y ajenos al prestador, se realizarán al menos tres intentos de consulta y se conservarán las respuestas recibidas, de acuerdo con el artículo 12.5 de esta orden.
La captura del vídeo y el envío al sistema de validación de agentes se realiza en tiempo real, incluyéndose entre los elementos de seguridad a comprobar, la fecha de expiración del documento.

[bookmark: _Toc102032616][bookmark: _Toc151055811]Documentos admitidos
Se indican a continuación los documentos de identidad admitidos por el servicio VideoID de Electronic Identification. Todos ellos cumplen las siguientes características:
· Todos los documentos disponen de fotografía para que el sistema realice la comparación biométrica 1:1 con el usuario.
· Todos los documentos están reconocidos en la legislación de cada país en el que está presente VideoID, como documento válido de acreditación de identidad de una persona.
· Los Agentes de Registro de Electronic Identification han recibido la formación adecuada para validar las identificaciones realizadas con dichos documentos de identidad.
Antes del inicio de las operaciones de Electronic Identification en un país determinado, se analiza su legislación nacional y se verifica el cumplimiento de los documentos soportados para su utilización en el procedimiento de videoidentificación.
Así mismo, periódicamente, Electronic Identification incorpora nuevos documentos a su catálogo de documentos soportados.
  
	País
	CountryCode
	Tipo Doc
	ICAO

	Angola
	AGO
	Passport
	TD3

	Albania
	ALB
	Passport
	TD3

	Andorra
	AND
	Passport
	TD3

	Argentina
	ARG
	Passport
	TD3

	Armenia
	ARM
	IdCard
	TD1

	Armenia
	ARM
	Passport
	TD3

	Australia
	AUS
	Passport
	TD3

	Austria
	AUT
	DriverLicense
	EULICENSE

	Austria
	AUT
	IdCard
	TD1

	Austria
	AUT
	Passport
	TD3

	Belgium
	BEL
	IdCard
	TD1

	Belgium
	BEL
	Passport
	TD3

	Bulgaria
	BGR
	IdCard
	TD1

	Bulgaria
	BGR
	Passport
	TD3

	Belarus
	BLR
	Passport
	TD3

	Brazil
	BRA
	Passport
	TD3

	Canada
	CAN
	Passport
	TD3

	Switzerland
	CHE
	DriverLicense
	EULICENSE

	Switzerland
	CHE
	IdCard
	TD1

	Switzerland
	CHE
	Passport
	TD3

	Chile
	CHL
	Passport
	TD3

	China
	CHN
	Passport
	TD3

	Colombia
	COL
	Passport
	TD3

	Cabo Verde
	CPV
	Passport
	TD3

	Costa Rica
	CRI
	IdCard
	TD1

	Cyprus
	CYP
	IdCard
	TD1

	Cyprus
	CYP
	Passport
	TD3

	Czechia
	CZE
	IdCard
	TD1

	Czechia
	CZE
	Passport
	TD3

	Germany
	DEU
	DriverLicense
	EULICENSE

	Germany
	DEU
	IdCard
	TD1

	Germany
	DEU
	Passport
	TD3

	Denmark
	DNK
	Passport
	TD3

	Egypt
	EGY
	Passport
	TD3

	Spain
	ESP
	DriverLicense
	EULICENSE

	Spain
	ESP
	IdCard
	TD1

	Spain
	ESP
	Passport
	TD3

	Estonia
	EST
	IdCard
	TD1

	Estonia
	EST
	Passport
	TD3

	Finland
	FIN
	IdCard
	TD1

	Finland
	FIN
	Passport
	TD3

	France
	FRA
	IdCard
	TD2

	France
	FRA
	IdCard
	TD1

	France
	FRA
	Passport
	TD3

	United Kingdom
	GBR
	DriverLicense
	EULICENSE

	United Kingdom
	GBR
	Passport
	TD3

	Georgia
	GEO
	IdCard
	TD1

	Georgia
	GEO
	Passport
	TD3

	Greece
	GRC
	IdCard
	TD1

	Greece
	GRC
	Passport
	TD3

	Hong Kong
	HKG
	Passport
	TD3

	Croatia
	HRV
	IdCard
	TD1

	Croatia
	HRV
	Passport
	TD3

	Hungary
	HUN
	IdCard
	TD1

	Hungary
	HUN
	Passport
	TD3

	Indonesia
	IDN
	IdCard
	TD1

	India
	IND
	Passport
	TD3

	Ireland
	IRL
	IdCard
	TD1

	Ireland
	IRL
	Passport
	TD3

	Iceland
	ISL
	Passport
	TD3

	Israel
	ISR
	Passport
	TD3

	Italy
	ITA
	IdCard
	TD1

	Italy
	ITA
	Passport
	TD3

	Jamaica
	JAM
	Passport
	TD3

	Jordan
	JOR
	Passport
	TD3

	Japan
	JPN
	Passport
	TD3

	Kuwait
	KWT
	IdCard
	TD1

	Liechtenstein
	LIE
	IdCard
	TD1

	Liechtenstein
	LIE
	Passport
	TD3

	Lithuania
	LTU
	IdCard
	TD1

	Lithuania
	LTU
	Passport
	TD3

	Luxembourg
	LUX
	IdCard
	TD1

	Luxembourg
	LUX
	Passport
	TD3

	Latvia
	LVA
	IdCard
	TD1

	Latvia
	LVA
	Passport
	TD3

	Mexico
	MEX
	Passport
	TD3

	Macedonia
	MKD
	IdCard
	TD1

	Macedonia
	MKD
	Passport
	TD3

	Malta
	MLT
	IdCard
	TD1

	Malta
	MLT
	Passport
	TD3

	Netherlands
	NLD
	IdCard
	TD1

	Netherlands
	NLD
	Passport
	TD3

	Norway
	NOR
	IdCard
	TD1

	Norway
	NOR
	Passport
	TD3

	Panama
	PAN
	IdCard
	TD1

	Panama
	PAN
	Passport
	TD3

	Peru
	PER
	Passport
	TD3

	Poland
	POL
	IdCard
	TD1

	Poland
	POL
	Passport
	TD3

	Portugal
	PRT
	IdCard
	TD1

	Portugal
	PRT
	Passport
	TD3

	Paraguay
	PRY
	IdCard
	TD1

	Romania
	ROU
	IdCard
	TD2

	Romania
	ROU
	IdCard
	TD1

	Romania
	ROU
	Passport
	TD3

	Russia
	RUS
	Passport
	TD3

	Singapore
	SGP
	Passport
	TD3

	Serbia
	SRB
	Passport
	TD3

	Slovakia
	SVK
	IdCard
	TD1

	Slovakia
	SVK
	Passport
	TD3

	Slovenia
	SVN
	DriverLicense
	EULICENSE

	Slovenia
	SVN
	IdCard
	TD1

	Slovenia
	SVN
	Passport
	TD3

	Sweden
	SWE	
	IdCard
	TD1

	Sweden
	SWE
	Passport
	TD3

	Thailand
	THA
	IdCard
	TD1

	Thailand
	THA
	Passport
	TD3

	Tunisia
	TUN
	Passport
	TD3

	Turkey
	TUR
	IdCard
	TD1

	Turkey
	TUR
	Passport
	TD3

	Taiwan
	TWN
	Passport
	TD3

	Ukraine
	UKR
	Passport
	TD3

	United States of America
	USA
	Passport
	TD3

	South Africa
	ZAF
	Passport
	TD3



El Sistema VideoID permite configurar estos documentos de manera que únicamente se muestren dichas opciones al usuario en el inicio de la videoidentificación.
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Los atributos recogidos en cada uno de ellos siguen la norma ICAO 9303 para lectura de atributos de zona de lectura mecanizada (ZLM). (9303_p3_cons_en.pdf (icao.int)).
De los atributos recogido de la ZLM según la norma ICAO, los utilizados por el proceso para la elaboración de la identidad del sujeto serían los siguientes:
· Personal Number
· Nombre
· Apellidos

Así mismo, también se recoge el tipo de documento empleado en el proceso de identificación por vídeo (idCard, Passport o Driver License).
[bookmark: _Toc102032617][bookmark: _Toc151055812]Fuentes de identidad autoritativa y suplementarias
Para la elaboración de la identidad del sujeto se emplea como fuente de identidad autoritativa el documento oficial proporcionado por cada Estado, los cuales se encuentran recogidos en la tabla 1.
Como fuentes suplementarias se utilizan las siguientes:
· Teléfono móvil del sujeto: El usuario debe incluir su teléfono móvil para el envío de una OTP que debe verificarse dentro del proceso de videoidentificación. Dicho número de teléfono es un dato adicional considerado para la elaboración de su identidad.
· Consulta a PRADO: Registro Público de Documentos Auténticos de Identidad y de Viaje en Red.
[bookmark: _Ref72003244][bookmark: _Toc102032618][bookmark: _Toc151055813]Mecanismos de detección de intentos de falsificación de documentos de identidad
[bookmark: _Ref71993679][bookmark: _Ref71994775][bookmark: _Ref72004299][bookmark: _Toc102032619][bookmark: _Toc151055814]Detección de elementos de seguridad presentes en el documento.
Se implementan diferentes algoritmos para detectar distintos elementos de seguridad en el documento de identidad. Estos elementos de seguridad están definidos en el repositorio PRADO, el análisis sigue el método sugerido en el repositorio de requisitos ANSSI PVID (sección IV.3.3.2).
[bookmark: _Toc102032620][bookmark: _Toc151055815]Comprobaciones automáticas de coherencia

Además de la detección de elementos de seguridad, el sistema incorpora controles de coherencia de documentos:
· Comprobación de la validez de la ZLM utilizando los dígitos de control
· Control de doble cara comprobando la coherencia en el número de documento presente en ambos lados del documento de identidad.
· Comprobación de la vigencia del documento de identidad con la lectura de la fecha de caducidad
· Comprobación de la edad de la persona con la lectura de la fecha de nacimiento.
Mediante la detección o ausencia de detección de los distintos elementos esperados en el título, el algoritmo también es capaz de detectar que el documento presentado en pantalla no es el esperado.
[bookmark: _Toc102032621][bookmark: _Toc151055816]Mecanismos de detección de fraude en documentos
El sistema presenta una serie de algoritmos para detectar ataques y fraude en documentos. Se clasifican en los siguientes grupos.
· Tecnología desarrollada para detectar anomalías en documentos. Como por ejemplo, superposición de fotografías, ocultación de áreas, modificación de texto.
· Tecnología desarrollada para detectar ataques de pantalla, en los que se presenta el documento a través de la pantalla de un teléfono móvil o una tablet.
· Tecnología desarrollada para detectar ataques de papel, con la impresión en papel de un documento de identidad, bien en color o en blanco y negro.
[bookmark: _Toc102032622][bookmark: _Toc151055817]Proceso de verificación de evidencia registral por oficial cualificado.
Una vez que se ha grabado el video, el software de la organización envía el video y toda la información a la aplicación de verificación de identidad de la Autoridad de Registro.
Los agentes cualificados de eID se conectan al software para realizar el protocolo de verificación. Estos agentes son capacitados, evaluados y certificados de antemano antes de recibir sus derechos de acceso al software. Cada agente tiene un identificador personalizado en la plataforma. Este identificador es verificado y registrado en todos los procesos de verificación y transferido al módulo de trazabilidad para cada verificación, de manera que tengamos en todo momento un vínculo entre el archivo y el agente que verificó su identidad. Así será posible gestionar auditorías periódicas y mantener una cadena de control en caso de decisión de rechazo injustificado de la identificación.
[bookmark: _Ref71988441][bookmark: _Toc102032623][bookmark: _Toc151055818]Protocolo de verificación
Este agente se conecta al software de la Autoridad de Registro y verifica la grabación de video, la evidencia de identificación proporcionada y los datos de identidad registrados.
Para cada verificación, el agente sigue un protocolo interno muy preciso y documentado. El protocolo incluye fases de verificación, en cada una de ellas puntos de vigilancia a observar y reglas de decisión precisas y escritas a aplicar según el caso observado. Las fases del proceso de verificación y los principales puntos de vigilancia se describen en el apartado “Trabajo de verificación de agentes".
Una vez realizada esta segunda verificación, el agente responde una lista de preguntas de protocolo.
El agente debe responder "sí" a todas estas preguntas para que el software le permita aceptar la verificación.
Esta verificación se realiza de acuerdo con las buenas prácticas aduaneras internacionales, así como con la legislación ALD y KYC vigente en el sector financiero y al alto nivel de seguridad eIDAS.
[bookmark: _Ref72005186][bookmark: _Toc102032624][bookmark: _Toc151055819]Entrenamiento de agentes
Para ser autorizado como agente verificador en la plataforma, cada agente aprendiz debe seguir un protocolo de formación. El curso es impartido por un especialista en falsedad documental policial.
La formación tiene una duración de 3 días y contiene varias pruebas y formación para posibles intentos de fraude ya observados. Al final de esta formación, se evalúa a todos los agentes aprendices. Aquellos que han pasado la prueba de referencia se certifican antes de que se cree una cuenta de usuario para ellos en el software.
La formación impartida a los agentes se distribuye en los siguientes módulos:
· Presentación de la compañía y contexto legal
· Programa de cualificación:
· Uso de la herramienta
· Casos prácticos de identificación
· Evaluación y certificación
· Prueba final para la obtención del certificado de agente
Los agentes activos en la plataforma se asignan a supervisores a cargo de monitorear regularmente la actividad y la calidad de los controles de los agentes. Siempre que un agente tenga dudas sobre una verificación de identidad, puede pedirle a su supervisor que revise la evidencia para obtener una segunda opinión.
Como principio básico de calidad, seguridad y desempeño de nuestro servicio, si un agente tiene dudas sobre la autenticidad de la persona que realiza su identificación, es su deber rechazar la solicitud de verificación, dejar constancia del motivo de la denegación. Esta información quedará registrada en el módulo de trazabilidad y se informará al interesado de este rechazo. Después de dos errores graves de seguimiento del protocolo, el agente se revoca de la aplicación.
[bookmark: _Ref72005189][bookmark: _Toc102032625][bookmark: _Toc151055820]Realización del proceso de verificación manual de registros
La asignación de los vídeos grabados a los agentes disponibles en la aplicación es aleatoria. Este modelo centralizado de verificación para el que se entrena el agente, su identidad preservada y la asignación aleatoria de los videos que se verifican permite reforzar la fiabilidad de la verificación manual y aumenta la seguridad general del sistema en comparación con un control efectuado en una oficina comercial.
En la herramienta empleada para la verificación manual de la identidad del sujeto, los agentes disponen de áreas bien diferenciadas para facilitar dicha labor:
· Zona de biometría y documento.
· Resultado de evaluación biométrica, establecido por niveles de similitud.
· Datos del documento extraídos a partir de la ZLM (Zona de lectura Mecanizada)
· Fotografía del anverso y reverso del documento, con posibilidad de comparación con el documento oficial (espécimen) correspondiente.
· Elementos de seguridad realizados sobre el documento.
· Checks de seguridad para validación de documentos.
· Área de visualización del vídeo 
· Visualización del vídeo realizado durante el proceso de videoidentificación, con posibilidad de ampliar la pantalla.
· Preguntas de seguridad que el agente debe responder antes de aceptar o rechazar la identificación.
El trabajo de verificación de los agentes no sustituye al algoritmo, sino que lo complementa. El algoritmo está entrenado para emitir juicios muy precisos sobre puntos de atención muy concretos gracias a su alta capacidad de procesamiento automatizado. En cuanto al agente, éste aporta la capacidad de análisis global y detección de señales débiles de carácter aleatorio e impredecible. Es la combinación de estos dos enfoques lo que permite ofrecer una solución de identificación muy segura, equivalente a la identificación cara a cara.
Durante estas fases, los agentes de la autoridad de registro realizan una serie de comprobaciones generales del vídeo y el documento, revisan las funciones de seguridad del mismo (microchip, holograma) y comprueban que la fotografía sea válida y que la persona sea la misma que figura en el documento. Así mismo, verifica que los datos del documento sean legibles y que se hayan extraído todos los datos correctamente, pudiendo corregir aquéllos que no están correctos.
En función de este procedimiento, observamos las siguientes tasas de rechazo negativo y positivo en la producción:
· Tasa de falsos positivos, o cuando el agente opta por aceptar una verificación, mientras que su auditor opta por rechazarla: 0,85%
· Tasa de falso negativo, o cuando el agente opta por rechazar una verificación, mientras que su auditor opta por aceptarla: 0,72%
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